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Kính gửi: Trưởng các Phòng, Chi cục, đơn vị thuộc Sở

Ngày13/5/2017 Trung tâm ứng cứu khẩn cấp máy tính Việt Nam (VNCERT) phát lệnh yêu cầu toàn quốc ngăn chặn kết nối đến các máy chủ điều khiển mã độc WannaCry đang gây ảnh hưởng đến 200.000 hệ thống mạng tại hơn 150 quốc gia trên thế giới. Đây là vụ tấn công mạng quy mô toàn cầu “chưa từng có tiền lệ”.

Loại virus tống tiền mới Wanna Crypt0r tấn công vào máy nạn nhận qua file đính kèm email hoặc link độc hại, như các dòng mã độc tống tiền khác. Tuy nhiên, loại mã độc này được bổ sung khả năng lây nhiễm trên các máy tính ngang hàng. Là mã độc cực kỳ nguy hiểm, có thể đánh cắp thông tin và mã hóa toàn bộ hệ dữ liệu

Để phòng tránh các rủi ro mất an toàn thông tin mạng liên quan đến các công cụ tấn công, Văn phòng Sở khuyến cáo các đơn vị sử dụng các biện pháp sau:

Cập nhật phiên bản mới nhất của các chương trình diệt Virus. Đối với các máy tính không có phần mềm Antivirus cần tiến hành cài đặt và sử dụng ngay một phần mềm Antivirus có bản quyền. Người dùng cẩn trọng khi nhận được email có đính kèm và các đường link lạ được gửi trong email, trên các mạng xã hội, công cụ chat…Không mở các đường dẫn có đuôi .hta hoặc đường dẫn có cấu trúc không rõ ràng, các đường dẫn rút gọn link.

­Thực hiện sao lưu dữ liệu định kỳ: Sử dụng các ổ đĩa lưu trữ ngoài như ổ cứng căm ngoài, ổ đĩa USB để lưu trữ các dữ liệu quan trọng trong máy tính. Sau khi sao lưu xong đưa ra cất giữ riêng và không kểt nối vào internet.

Đề nghị các phòng, đơn vị nghiêm túc thực hiện./.
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